How is data handled?

At Jlive, we take data security and privacy very seriously.

» Data is secured using industry best practices.

= Jlive users can maintain a private User Profile to make registering for
events easier.

= Individuals have control over what is shared and with who. For example,
when someone registers for an event, the host organization will receive all
of the answers they supply when completing their registration form. The
host organization will not receive any other personally identifiable
information, such as information in stored in their Jlive user profile.

» In addition to receiving event registration form responses, host
organizations can view an Event Dashboard that provides useful
anonymized demographic information about their registrants. This
information will derive from several places including:

= Registration form information when possible

» User profile data supplied by the user

= Anonymized data gathered from prior event registrations by that
registrant at any organization on the Jlive platform

» Because Jlive has many orgs using the same platform, Jlive is able to let
organizations see the big picture, with respect to data, where other
platforms are not.

= Jlive currently integrates with BBCRM and has more CRM integrations in
the works.

= Jlive APIs make it easy for 3rd parties to build integrations with Jlive if
granted approval to do so by Jlive



https://help.jlive.app/how-is-data-handled/
https://help.jlive.app/article-categories/crm-and-data-imports/
https://help.jlive.app/knowledge-base/jlive-external-api-documentation/
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Transparency

Users should clearly understand what
Information Is opticnal ws requlred
and what |5 to be shared and with
which organizations.
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Privacy

We ensure that access to personal
user data |s granted cnly to
permissioned entitles and logged.

Here is the Jlive Privacy Policy.
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Control

Users malntain the abllity to not share
Informatlon that s not reguired as well
as declde when it Is ok to share thelr
Infio with additional organizations.
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Security

wWe Implement Industry best practices
to ensure that personal data Is kept
protected and secured.



http://wwwjlive.app/privacy

